We are looking for a dynamic individual to join ViewQwest, a home grown Internet Service Provider that is driven by technical innovation and our commitment to excellent customer service. We’re at the forefront of technological innovation, with our network and infrastructure built entirely on next generation connectivity. We’re constantly innovating to deliver customer-centric solutions to connect the world.   
  
The product manager will be managing and drive end-to-end development of cyber security products and services, throughout the product lifecycle from planning to execution of a portfolio of products for ViewQwest Corporate business.   
  
Responsibilities

* To be responsible for cyber security solutions and product management by working with cross functional teams to drive revenue and product P&L
* To assess cyber security technologies and market demand for cyber security services to develop product strategies and roadmaps for revenue and growth.
* Develop and review the cyber security product strategies and roadmaps to grow revenue.
* Work with internal stakeholders and partners to conceptualise new products and services, identifying new service opportunities by considering market demands, competition, technological advancements and customer’s business challenges.
* Formulate and present new product concepts for management’s approval.
* Establish, execute go-to-market strategy and product Initiate;
* To provide product expert technical presales and solutioning support for cybersecurity opportunities to the corporate sales team on bid and pricing

Requirements

* Bachelor degree in Electrical, Computer Engineering or Computer Science.
* At least 5 years of relevant working experiences, preferably in product life-cycle management.
* Strong interest in both commercial and technical aspects in cyber security related business and solutions.
* Up-to-date knowledge of current cyber security vulnerabilities, attacks and counter-measures, as well as all security related news and developments.
* Knowledge of Telco’s’ network architecture and implementation models will be an added advantage.
* Relevant professional security certifications preferred (CISSP, CISM etc).
* Able to handle multiple projects, adaptable and able to work in fast moving, dynamic and competitive environment
* Strong inter-personal skills to engage internal stakeholders and external partners.
* Excellent written and verbal communication skills, with the ability to articulate and present information in a clear and succinct manner.
* Achievement and customer oriented. Ability to drive product independently and work well as a key team player.
* Experience interfacing with both internal and external customers as a part of a solution-based process would be advantageous